
If you want to keep your data safe, 
you cannot avoid installing and con-
figuring a backup application. Choos-

ing the right tool for the job is crucial if 
you want the backup process to be pain-
less and foolproof. In the previous issue, 
Kristian Kissling described the SBackup 
desktop backup utility. In this article, I’ll 
look at a few easy alternatives: Grsync, 
Back In Time, and Time Drive.

Grsync
Grsync [1] is not exactly a standalone 
backup application; it is a graphical in-
terface to the powerful command-line 

backup utility called rsync. With rsync, 
you can create advanced backup scripts, 
but if fiddling with parameters and 
switches is not your cup of tea, then 
Grsync might be the tool for you. Thanks 
to its user-friendly interface (Figure 1), 
you can create sophisticated backup pro-
files by selecting and ticking the desired 
options and checkboxes. Grsync is avail-
able in Ubuntu’s software repository, so 
installing it is a matter of running the 
sudo apt‑get install grsync command in 
the Terminal or opening the Ubuntu 
Software Center and clicking Install after 
searching on Grsync. Then launch 
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Grsync by choosing Applica‑
tions | System Tools | Grsync.

Grsync can handle multiple 
backup jobs, which can come 
in handy when you need to run 
separate backup operations. 
For example, you might want 
to create separate backup ses-
sions for backing up your doc-
uments to a remote server 
every hour and saving your 
photos to a removable storage 
device twice a day. To create a 
new backup session, press the 
Add button in the Sessions sec-
tion and specify the source and 
destination directories.

The three tabs at the bottom 
of the window – Basic options, 
Advanced options, and Extra 
options – let you configure the 
backup session by specifying 
the desired settings. Which op-
tions you want to enable de-
pends, of course, on your 
needs, but you might want to 
tick a few key checkboxes in most situa-
tions. For example, to enable detailed 
output, which can help you monitor and 
troubleshoot the backup operation, tick 
the Verbose checkbox. If you want the 
backup operation to delete files in the 
destination directory that don’t exist any 
longer in the source directory, enabling 
the Delete on destination option will do 
the trick. The Windows compatibility op-
tion makes rsync play nice with FAT-for-
matted devices, which can be useful if 

you want to back up files to a USB stick 
or a FAT partition.

The Advanced options section offers 
even more ways to fine-tune the backup 
session. By default, rsync compares files 
in the source and destination directories 
by size and file modification time. How-
ever, you can force rsync to perform the 
comparison with the use of checksum 
values by ticking the Always checksum 
checkbox. As you might guess, the Com‑
press file data option forces rsync to com-

press files during the transfer, 
which can be useful when the 
session uses a directory in a lo-
cally mounted remote file sys-
tem as its destination.

Finally, the Extra options sec-
tion allows you to specify 
scripts that Grsync should run 
before and after the backup op-
eration. For example, Grsync 
can run a script that mounts a 
remote file system containing 
the destination directory at the 
start and then run the com-
mand to shut down the system 
when the backup is finished.

Once you’re satisfied with the 
settings, your backup is ready 
to go, but don’t press the Exe‑
cute button just yet. To make 
sure that everything works as it 
should, Grsync allows you to 
perform a dry run by pressing 
the Simulate button. After 
pressing the button, take a 
close look at the output gener-

ated by Grsync. If everything looks good, 
you can press Execute to perform the 
backup. Restoring data with Grsync is 
pretty straightforward. In fact, to perform 
a restore, you just make Grsync run the 
very same session in reverse. To do this, 
simply press the button that switches 
source and destination directories and hit 
Execute. Grsync also allows you to export 
and import sessions via the Sessions | Ex‑
port and Sessions | Import commands, 
which means you can use this feature to 
share your backup sessions with other 
users, as well as to transfer sessions be-
tween different machines.

Back In Time
Back In Time [2] works in a rather differ-
ent manner from traditional backup ap-
plications like Grsync. Instead of keeping 
an exact copy of a source directory in a 
destination, Back In Time creates multi-
ple snapshots of one or several directo-
ries, and each snapshot stores the entire 
contents of the directories. Although it 
might sound like a waste of resources, 
this approach offers a more flexible way 
to keep your data safe.

If you use Grsync to perform backups 
on a weekly basis, you can only get the 
version of any file that is one week old. 
But what if you need to get a version of 
the file from, say, 10 days ago? Here is Figure 2: Back In Time uses snapshots to keep your data safe.

Figure 1: Grsync provides a user-friendly interface to rsync.
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where Back In Time comes into the pic-
ture. It saves every version of the file in 
a separate snapshot, so you can locate 
and recover whatever version you need 
(Figure 2). You can think of this feature 
as an Undo command in your word pro-
cessor or image editor. At any time, you 
can “undo” changes made to a docu-
ment or a photo by recovering a specific 
version of the file from a snapshot.

Although you can download a .deb 
package from the project’s website or in-
stall via Ubuntu’s Software Center, a bet-
ter way to install Back In Time on your 
system is through the project’s reposi-
tory. This ensures that you always have 
the latest version of the application. To 
begin, add the project’s repository to the 
sources.list file by opening it in your fa-
vorite text editor (e.g., Gedit) with the 
following command:

sudo gedit /etc/apt/sources.list

Then add the following line at the end of 
the file:

deb http://le‑web.org/repository U

   stable main

Save and close the file, open the termi-
nal, and run the following commands:

wget http://le‑web.org/repository/U

   le‑web.key

sudo apt‑key add le‑web.key

sudo apt‑get update

sudo apt‑get install U

   backintime‑common backintime‑gnome

If you are using Kubuntu, then replace 
the last command with this one:

sudo apt‑get install U

   backintime‑common backintime‑kde4

Once the Back In Time application is in-
stalled, you can launch it by choosing 
Applications | System Tools | Back In 
Time. On the first run, the application 
will open the Settings dialog window 
(Figure 3), where you can configure the 
backup job. In the General section, 

choose the directory for storing snap-
shots and enable optional scheduling so 
the application can take snapshots at 
specified time intervals. Of course, you 
can leave the scheduling feature disabled 
if you prefer to create snapshots when 
you need them. The Include section lets 
you add the directories you want to back 
up. If you want to exclude certain files 
from the backup, you can do so by speci-
fying a pattern in the Exclude section. 
For example, if you don’t want to in-
clude PNG graphics files, you can add 
the following pattern: *.png or *.PNG.

Because each snapshot stores the con-
tents of all included directories, you 
need all the hard disk space you can get. 
For example, if the overall size of all di-
rectories included in the backup job is 
5GB, you can store only 30 snapshots on 
a 150GB hard disk. To avoid running out 
of disk space, you must configure how 
Back In Time manages older snapshots, 
which can be done in the Auto‑remove 
section. Here, you can set up Back In 
Time to delete snapshots older than a 
specified age (e.g., older than two weeks 
or three months). Alternatively, you can 
enable the feature that removes old 
snapshots when the free space on the 
hard disk reaches a certain limit. Also, 
you can let Back In Time handle the way 
it removes old snapshots by ticking the 

Figure 3: You can specify the way Back In Time manages old snapshots.

Figure 4: The fwbackups Administrator start window.
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Smart remove checkbox. And, to be on 
the safe side, you can enable the Don’t 
remove named snapshots feature, so 
Back In Time skips snapshots with cus-
tom names.

Operating Back In Time is as easy as it 
gets. If you enabled scheduling, the ap-
plication will quietly create snapshots at 
the predefined intervals. Otherwise, you 
can create a snapshot manually by press-
ing the Backup Now button. The list of 
all snapshots will appear in the Snap‑
shots pane of Back In Time’s main win-
dow. To view the contents of a snapshot, 
select it in the list, and you will see the 
list of files in the right-hand pane (see 
Figure 2). To restore a specific file, select 
it in the desired snapshot and hit the Re‑
store button, or you can rename the 
snapshot with the Snapshot Name but-
ton or delete any existing snapshots with 
the Remove Snapshot button.

fwbackups
If neither Grsync nor Back In Time cut it 
for you, try fwbackups [3]. This backup 
application strikes a perfect balance be-
tween feature set and ease of use.

Because fwbackups is not available as 
a .deb package, it must be compiled 
manually. Before you do this, however, 
you should install several packages that 
fwbackups needs to function properly. 
This includes gettext, Python, PyGTK, 
pycrypto, and paramiko, as well as the 
optional libnotify package. To install all 
these packages, enter:

sudo apt‑get install gettext python U

   python‑gtk2 python‑crypto U

   python‑paramiko

To be able to compile software on your 
Ubuntu system, you must also install 
the build-essential package with sudo 
apt‑get install build‑essential. Once 
you’ve done that, download the latest .
tar.bz2 archive from the project’s web-
site and unpack it. In the terminal, 
switch to the resulting directory and run 
the following commands:

./configure

make

sudo make install

That’s it. Now you can launch the appli-
cation from the command line with fw‑
backups.

The next thing to do is create a new 
backup set. To begin, press the Backup 
Sets button (Figure 4) in the main tool-
bar and hit New Set. In the Paths tab of 
the Configure Set window, add the direc-
tories and individual files you want to 
back up and switch to the Destination 
tab. Here you have to specify the path to 
a directory for storing backups. Besides 
local folders, fwbackups can connect to 
remote directories via SSH. This can 
come in handy if you want to back up 
your files on a server or another Linux 
machine on the network.

The Times tab (Figure 5) lets you 
specify a schedule for the backup set. To 
specify a schedule, use the Easy Configu‑
ration panel and select the appropriate 
options, or you can do this by hand in 
the Manual Configuration panel. The lat-
ter requires a working knowledge of 
crontab syntax. In the Options (Simple) 
tab, you can configure other useful set-
tings. For example, you can specify the 
number of old backups the applications 
should keep. Here, you can also enable 
the archiving feature, which saves back-
ups as tar, gzip, or bzip archives.

As in Grsync, you can specify the com-
mands you want fwbackups to run be-
fore and after the backup operation, 
which can be done in the Options (Ad‑
vanced) section. Creating a backup set 
makes sense if you want to back up your 

data regularly. But fwbackups also al-
lows you to run an ad hoc backup opera-
tion from the One‑Time Backup button 
(see Figure 4).

Restoring data with fwbackups is not 
difficult either. Hit the Restore button 
then choose the target directory, source 
type, and a backup set from the appropri-
ate drop-down lists. If you configured fw-
backups to keep multiple backups, you 
can select the one you want from the 
Date drop-down list. Pressing the Start 
Restore button restores the data.

Final word
A good backup application can save 
your bacon one day, so do yourself a 
favor and give the described tools a try. 
And don’t put it off until your hard drive 
starts making strange noises – it might 
be too late by then. Although it might 
take a few tries to figure out the best 
backup configuration for your particular 
setup, once you’ve done it, you won’t 
have to worry about losing your pre-
cious data.  n

[1]  Grsync: http://  www.  opbyte.  it/  grsync

[2]  back In Time: http://  backintime. 
 le‑web.  org

[3]  fwbackups: http://  www.  diffingo. 
 com/  oss/  fwbackups
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Figure 5: fwbackups makes it easy to specify a backup schedule.
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